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5 JUL 1983

Ry T

C-14,095/RSE-4
MEMORANDUM FOR THE DEPUTY DIRECTOR OF CENTRAL INTELLIGENCE

SUBJECT: Candidate Critical Systems (U)

1. (C) Reference is made to your memorandum of 8 July 1983 concerning the
identification of DoD's "critical systems" for the purpose of review by
| Computer Security Group. DIA has defined "critical systems" as 25%1
those DoD systems which provide essential intelligence to the National Command
Authorities, the Joint Chiefs of Staff, the Military Services, the Unified and
Specified Commands, the U.S. Intelligence Community and intelligence
information releaseable to NATO and Allied military forces. The attachment
contains our list of candidate systems.

2. (C) I continue to support[;__;;_;___Jefforts; however, I want to ensure 2oxl

we have a fully developed, controlled and mutually agreed upon approach
before we begin to subject these systems to intense security review. In this
regard, it is necessary to apply some conditions on the use of the enclosed
list. The listed “critical systems" have been accredited by the Director,
DIA or the Senior Intelligence Officer of the DoD component that is Executive
Agent for the system. These systems meet or exceed the minimum security
requirements of DCID 1/16, DIA Manual 50-4 and/or DoD Directive 5030.58, as
applicable. Accordingly, I desire to be consulted (and my personal approval
given) befory or anyone from her study group contacts or visits the 251
organizations tnat are responsible for these systems. Further, I trust that
any recommendations for security changes or enhancements to these systems will
be presented for my consideration, as DoD's Senior Intelligence Officer,
before implementation.

1 Enclosure
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Directior

CLASSIFIED BY: DIA/RSE-4
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CONFIDENTIAL

CANDIDATE CRITICAL SYSTEMS

SYSTEM NAME (ACRONYM) EXECUTIVE AGENT
Communications Support Processor (CSP) AIR FORCE
Interim Tactical ELINT Processor (ITEP) ARMY
Ground Mobile Command Capability (GMCC) ARMY
Ocean Surveillance Information System (0SIS) ‘ NAVY
Modular Architecture for the Exchange of Information (MAXI) AIR FORCE
Defense Intelligence Agency On Line System (DIAOLS) DIA
Automated Imagery Reporting and Exploitation System (AIRES) DIA
Defense Dissemination System (DDS) DIA
Central Information Reference and Control (CIRC) AIR FORCE
Support for the Analyst File Environment (SAFE D) DIA

Tactical Reconnaisance Exploitation Demonstration System (TREDS) AIR FORCE

Korean Air Intelligence System (KAIS) AIR FORCE
Satellite Reconnaissance Advanced Notice Program (SATRAN) ADCOM
SWL (contractor) NAVY

CONFIDENTIAL
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